
NetAttest EPS:
The World's First and Only 
All-in-One NAC Solution 

NetAttest EPS

Industry leading 
Network Access  

Control

• Install Wizard takes away complexity —get up and
running fast

• Soliton KeyManager makes certificate distribution a
breeze — get rid of passwords and deploy user self-
serve certificates in just 3-steps

• IEEE802.1X — it’s the gold standard for network
authentication

• Secure access for wired, wireless & VPN networks  —
great experience for BYOD & guests as standard

Key features

Everything you need for complete network access 
control — right out the box

NetAttest EPS is the powerful, all-in-one port-based 
network access control solution. Enable your Zero Trust 
Network strategy and set up certificate-based user- and 
device authentication. It’s all available in a single package:

• Protect your network from unauthorised access
• Mitigate against breaches and costly data loss
• Deploy certificates for both user and device authentication
• Authorise user access to permitted network resources

It’s so fast to deploy: A 
leading automotive supply 
chain manufacturer made 
the switch to the live 
environment over a 
lunch break.

Initial set up takes less 
than 5 minutes — full 
NAC is up and running
in 30 minutes.​
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• It’s 100% vendor agnostic —  no
vendor lock-in and easily integrates
with third-party products

• It’s agentless — secure NAC for any
device, employee, contractor or
guest,  across any multi-vendor
wired, wireless and VPN
infrastructure.

• It’s #1 in Japan — trusted by all
major companies across Japan

What makes NetAttest 
EPS different?

Why NetAttest EPS?

• Suitable for businesses of all sizes -
available for virtual or hardware
appliances

• Flexible deployment with high
availability

• Cost-effective - low implementation
cost and low operating costs

How it works
NetAttest EPS has everything you need for full network 
access control — necessary public key infrastructure, a 
RADIUS-server, one-time password server and more!

Toughen network security, create multiple network 
segments (VLANs) and deliver a seamless user 
experience.

Prevent unauthorised access to your network, with the 
industry-leading NAC solution.




